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Request for Information (RFI)

on

Data Center Outsourcing
RSVP Deadline: E-mailed by January 10, 2006 5 p.m. (EST)

RFI Deadline: Emailed by January 23, 2006 5 p.m. (EST)
Publication Date: April 1, 2006
I. Introduction

Network Computing’s April 1, 2006 cover package will be devoted to outsourcing a data center. When IT operations and management of production systems are not core competencies, outsourcing may provide better efficiency and improved service delivery. This cover package will provide guidance for readers weighing what to keep in house and what to outsource. We have a virtual widget manufacturing company, NWC Inc., which we will use for this RFI. (http://inc.gb.nwc.com). 
If you would like to participate, please RSVP to the author, Bruce Boardman (bboardman@nwc.com), by January 10, 2006 and return the completed RFI by January 23 2006.

A. Purpose

This Request for Information is proprietary to Network Computing and CMP Media, LLC. It is drafted and disseminated for the sole purpose of generating information for publication in Network Computing. Participating vendors must meet the minimum requirements for participation and agree that all information returned to Network Computing in response to this RFI will be published in print and in electronic form on our Web site, www.networkcomputing.com.

Please note that we reserve the right to examine a test unit of any product submitted for review in our Lab or at a customer site.

B. Instructions

The following minimum product requirements are necessary to participate in this review. Please check all that apply. 

___
Outsourcing service is available by April 1, 2006
___
Service includes off-site hosting of replicated data and/or systems
___
Is sold as a service
___
Service supports mid-tier and larger enterprises
If you do not meet all of these criteria, your product does not meet the minimum qualifications for this review. Please notify the author (bboardman@nwc.com or 315 730-9963) by January 10, 2006 that you do not meet the criteria for participation. Thank you for your consideration.
If you respond to the RFI, please note the dates in Section C to complete the RFI on time for inclusion in our January 23 , 2006 issue. We suggest you read through the entire RFI before answering questions. You can reference answers to other questions in the RFI using the section and question number. Please do not reference materials outside the RFI; incorporate them into your answers. This RFI will be the only source used to review your product.

Essay-type questions may include word-count limits. Any responses submitted beyond the limit may be disqualified.

Please answer all questions--this information is the foundation on which we determine the winning bid and our Editor's Choice Award. If you do not have an answer for a question or it does not apply, please indicate that in the space allotted. If you leave a question blank, we can only assume that your product does not support the proposition or that it does not provide an answer to the question.

C. Effective Dates

RFI Issue Date: December 20 , 2006
RSVP Deadline: January 10, 2006 by email to bboardman@nwc.com by 5 p.m. (EST), 

RFI Deadline: January 23 2006, by email to bboardman@nwc.com by by 5 p.m. (EST) 
Publication Date: April 1 2006
II. Business Overview

RFI Scenario:
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NWC Inc.

NWC Inc. delivers consumer electronic widgets around the globe and is recognized as the worldwide leader in producing widgets and the famous MacVittie robot . Founded in 1998, NWC Inc. employs 207 people and serves 600,000 customers around the world. Our Web site can be reached at: http://inc.gb.nwc.com , feel free to order products from us!
We are a growing and dynamic company with three new product lines, hundreds of new customers and over a terabyte of data added to our databases last year. Our business line managers are hands on in monitoring not only sales, but also application performance in terms of availability and user experience.
Financial 

Annual revenue of $23 million is split between online (90%) and catalog (10%) sales. 

Profit is 5% ($1.15 million)

Projected growth of 12% per year

IT budget is 20% of CAPEX ($3.5 million) 

Locations & Employees

NWC Inc has its corporate headquarters in Green Bay, Wis. Of its 207 employees, 140 are located in Syracuse, N.Y., at our manufacturing plant. 

Manufacturing  (1 manufacturing plant)

	
	Number

	Worker  bees
	119

	Supervisors
	5

	Mechanics
	5

	Managers
	2

	Engineers
	3

	IT 
	5

	Director
	1

	Total
	140


Corporate Headquarters

	
	Number

	CEO
	1

	CIO
	1

	CFO
	1

	Marketing Mgr
	1

	Finance Mgr
	1

	IT Mgr
	1

	Customer Svc Mgr
	1

	HR Empl
	3

	Finance Empl
	3

	Administrative
	4

	Network/Sys admin
	7

	DBA
	2

	App Dev
	10

	Tech Support
	8

	Marketing/Sales
	8

	Customer Svc
	15

	Total
	67

	ALL TOTALS
	207


Infrastructure

Corporate HQ

Web Server

Apache on Red Hat Linux 7.3

Application Server
IBM WebSphere on Windows 2000

Database Server
SQL Server on Windows 2000

Financial Application
Great Plains on Windows 2000

Directory Server
ADS on Windows 2000

E-mail

Exchange on Windows 2000

Storage Size

4 terabytes of source data, replicated to 4 terabytes

Syracuse NY Manufacturing
Database Server
Oracle 8i on Redhat Linux AS 4
Application Server 
Oracle 8i on Windows 2000

Web Server 

Microsoft IIS

Stock Management
Internally Developed on Application Server

Storage Size

2 terabytes of source data, replicated to 8 terabytes

Business Goal:

The operation of widget ordering and commerce software is not a core competency for NWC Inc. We’d like to outsource provisioning, networking, maintenance and systems support. How much of that systems support moves offsite will be determined in part by the level of support and expertise available, and cost. Availability and stability are also very important to NWC Inc. An outsourcing choice will consider demonstrated measures outsourcers have taken to control operational and environmental factors.
NWC Inc is a 24/7 e-commerce business and needs data center operations that will support that business.
Technical Goal:

Currently all NWC Inc. systems are x86 architecture, but two possible architecture changes are currently being considered. One possibility is to move databases to traditional Unix hardware. The second is to operate Web servers and application servers in a load-balanced, high-availability environment.  Please consider current hardware for this RFI, but also keep in mind and suggest, where appropriate, features and services that support these two possibilities.
Diagram
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Not Pictured: Adaptec/Snap NAS On HQ Network

B.  Data Center Outsourcing Questions:
The following questions explicitly address outsourced data center offerings. Please answer each. 

Question 1:Summary and  ability to execute 
Please provide a high-level description of your current data center services and how they will help NWC Inc. Describe your target market, and your strengths including, financials, customers, locations, growth, industry awards, etc. Please include customer contacts if available 
Answer Guidance
Reason For Question
To explain your breath, experience and reliability as a support partner for NWC Inc.
Mandatory Response Format:
Word count: Summary not exceeding two pages with executive overview 
Response

Infosys Overview

As the pioneer in the development of the global delivery model (GDM) for the execution of information technology services, Infosys is uniquely placed to partner with NWC Inc. on the immediate requirements and beyond.  Infosys has over two decades of experience in IT Services and support, and has achieved the gold standard in terms of process maturity (ITIL, BS 15000, CMM, CMMi Level 5) resulting in a stellar track record of delivery execution and process excellence. 
Infosys with revenues of $ 1.6 bn has over 49,000 employees covering 59 nationalities. Today, Infosys has a global footprint with offices in 17 countries and development centers in India, China, Australia, UK, Canada and Japan. Infosys with its subsidiaries provide end-to-end services (shown below) including Business Consulting, Package Services, Application Development and Maintenance, Infrastructure management, Business Process Management to Fortune 1000 clients globally.
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Summary information: 

· Multi-year client relationships with Fortune 1000 corporations. Repeat business of over 92%

· Consistently superior growth. Market-leading IT services player on the NASDAQ (INFY). Financially solid partner

· Role-model in technological excellence, quality, corporate governance, ethics, strategy and HR practices. Flawless history of client IP protection

· Deep investments in industry domain competencies. Ability to service client business stakeholders, in partnership with IT

Recognition and Awards Infosys has received: 

· “India’s Best Managed Company” based on a study conducted by Business Today and A.T. Kearney  in 2005

· Ranked No. 9 by Wired Magazine on its “Wired 40” list for 2005. Infosys moved up two places from last year’s ranking of 11, ahead of IBM, Intel, Microsoft, Dell and Nokia

· Ranked as one of the “World’s Most Respected Companies” in the Financial Times-PwC annual survey. Infosys is the only Indian company included in this elite group

· Ranked #1 Infosys for “Most Admired Knowledge Enterprise (MAKE) Award” in Asia

Data Center Services

Infosys sees Infrastructure management as one of the key growth areas. To penetrate deep into this market, Infosys has a strategic business unit called “Infrastructure Management Services (IMS)“ that focuses on the operations and management of IT Infrastructure and provides 24X7 monitoring and management of infrastructure components. Infosys has a flexible service delivery model whereby we provide services for the entire datacenter or on a smaller scale managing a single component under the same, e.g. server management. Infosys has a tower based service approach which are classified as

· Datacenter Management

· Technical Support Services, 
· Network Management

· Application Management 
· Infrastructure Consulting Services 

These services are covered in more detail in Q5. I
Infosys provides an end-to-end SLA based life cycle management across all IT Infrastructure service domains through a continuous life cycle of “Plan, Design, Implement/Migrate and Manage”. Infosys is able to deliver these services to the customer in the most consistent, predictable and cost-effective manner, leveraging GDM. Infosys can provide hosting of NWC Inc. servers into its data center as a completely risk managed exercise with minimum disruption to NWC Inc.’s business. The hosting can be provided within our campus in India or at our partner’s locations in the US/Europe 
Some of the ways how services from Infosys can help NWC Inc. become more competitive are: 
· Productivity Improvements

· Quick problem resolution resulting in more work with lesser resources

· Tools automation and scripting

· Deploying best practices and experience gained from other projects to improve productivity

· Continuous Development of Knowledge base to improve first call resolution resulting in improving NWC Inc.’s productivity and user experience

· Capability to take additional tasks 

· Optimization of Infrastructure

· Cost Reduction from Infrastructure consolidation and rationalization

· Cost Savings through improved service levels

· Process Improvement

· Infosys delivery processes are aligned to ITIL best practices and BS15000 certified

· Infosys can use its expertise in ITIL process deployment framework to bring improvement in the areas of Problem management, Change Management, Service level management etc

· Bring process improvement and best practices in service delivery through knowledge gained from other similar projects 

· Moving from people driven operations to process driven

· Matured Global Delivery Model and Program Management capability to bring predictability to operations

· SLA based approach with continuous monitoring and improvement methodology to continuously improve upon the service levels

Illustrative client engagements are listed below:

	Client
	Services Offered

	Large Semiconductor Manufacturer & Marketing Company
	Datacenter management, System Administration, Database Administration, Network Management, Storage Administration, Application Support

	Chemicals Manufacturing Company
	Datacenter management, System Administration, Database Administration, Network Management, Storage Administration

	Large Beverage Company
	System Administration, SAP Basis Support, Database Administration, Storage Management and Hosting

	Office Automation Company
	Database Administration

	Shipping & Transportation Company
	Level 3 Unix , Database Administration Support


Question 2: Environmentals 
Please describe environmental controls and features of your proposed hosting service for NWC Inc. broken into the following areas:

Air Conditioning

Power

Physical Access control

Fire

Other
Answer Guidance
Reason For Question
Describe how your environmental controls improve your service.
Mandatory Response Format:
Word count: Summary not exceeding two pages Specify controls and features in each category.
Response

Infosys’ Data Centers are built on earthquake proof island structures. Racked equipment is restrained in cabinets and cages. Cabinets and racks are bolted to a raised floor. Raised floors are seismically braced.
Air Conditioning/temperature

· In all Infosys Data Centers, the temperature is maintained at 18 – 30O C. 
· Humidity is maintained at: 40% - 90% non-condensing
· Infosys uses redundant (N+1) Data Aired – Air-Cooled HVAC computer room air-conditioning units systems in each Data Center. In some cases, Infosys may be able to install additional perforated tiles for the customer. 

· Room temperatures are preset and thermostats are present in all the Air Handling Units (AHU), at each floor, to control the temperature. 

· Motorized valves with actuators are installed to control the chilled water flow into the AHU thereby controlling the temperature. 

· Variable Frequency Drives (VFD) is installed to control the quantum of airflow to the preset temperature. 

Process:

· Temperature is checked periodically and alarms have been installed to indicate abnormalities. 

· Precision air-conditioners are installed in all server rooms to automatically take care of humidity. 

In case of failure, an alarm goes off. The security force alerts the electricians once the alarm goes off. The sequence of steps carried on subsequently is as below: 

· The standby unit is switched on. 

· The pre-alarms in the faulty air conditioner are reset. 

· The fault is diagnosed with the aid of the pre-defined display in the alarm. 

· Based on the fault, the technician rectifies the fault and submits a checklist along with the fault diagnosis report. 

· Service technicians are available on site to take care of any such abnormalities. 

Power supply systems

Infosys ensures 100% power supply back-up to ensure no-disruption. 

· Captive power generation capacity across the Infosys city campus is of 11875 KVA, enough to take care of 100 % of current requirements. 

· Grid power from the public utility (7500 KVA). 

· Energy efficient amorphous core transformer of 10950 KVA. 

· Adequate high-speed diesel storage for captive power plants. 

· The UPS of 3520 KVA, has a further backup of 3520 KVA, a dedicated UPS of smaller ratings for servers backed up by the above – mentioned UPS (each UPS with a battery backup of 20 minutes). 

· In Data Centers and for critical servers dual power supply has been ensured. One source is a UPS, which is exclusively for the server. The other source is the general UPS installed in the particular building. 

Process:
· In case of a grid power failure, the Auto Transfer Switch (ATS) senses the power failure and automatically starts the genset and transfers the load within 50 seconds. 

· For UPS an ATS with dual power input is installed, one from the utility block the other from the adjacent building as redundant supply. 

· During grid power failure, the UPS goes on battery mode till such time the emergency source comes on.

Physical Access Control 

· 24*7*365 manning by trained security personnel. Every visitor to the building housing the Data Center is monitored & checked by the security personnel. This is the first level of access control

· Each employee, working in the data center, has to swipe a proximity card to enter into the Data Center area. Enabling of proximity cards is strictly controlled. Universal access is not enabled.
· To enter the actual Data Center, the employee has to then submit to biometric scanners.
· Baggage and vehicle checking at all entry and exit points

· Environmental security controls (fire alarms, extinguishers) installed

· Close circuit TV surveillance
Fire 

Fire suppression/extinguishing systems: All Infosys Data Centers employ the latest technologies in fire protection and fire suppression system, details of these are mentioned below

· Sufficient precautions have been taken to ensure maximum prevention of any hazards resulting due to smoke/fire/power/water and other environmental conditions.

· Smoke detectors and fire alarms are installed above the false ceiling and below false flooring in all server rooms. 

· Smoke detection systems are in place, wherein the detector number and the zone are displayed in the Fire alarm system panel which is monitored by the Security at each building. 

· The response indicator glows and hooters blare in the particular areas. 

· The area also consists of conventional detection system wherein only the zone is indicated. 

· All our buildings are constructed with fire resistant material to the extent possible. 

· Electrical panels have been provided in each building so that fire occurring at any point of time does not spread and will get localized.

· Fire Retardant Low Smoke (FRLS) wires and PVC conduits are used to prevent spreading of fire. 

· Fire hydrants are also available around the buildings, which is backed with round the clock water storage. 

· There are underground reservoirs of large capacities to store water. Water is supplied by local water board and is supplied to the users through the hydro-pneumatic systems. 

· Water is tested randomly for portability every week. 

Process:
· Fire extinguishing systems are in place, which are checked thoroughly once in a quarter and inspected on a daily basis.
· Regular mock drills are conducted in which the entire campus is evacuated. 

· All fire fighting equipment are approved by the appropriate regulatory body & inspected frequently. Basically 4 types of fire extinguishing systems are in place: 

· Mechanical Foam types – General paper, wood, cloth and other carbonaceous materials; inflammable liquids like oil, gasoline, chemicals, paints and solvents 

· Dry Chemical powder - inflammable liquids like oil, gasoline, chemicals, paints and solvents; gases in the compressed form, electrical and electronic installations, motors, switch gear; metal-reactive metals, such as magnesium, sodium and potassium. 

· CO2 based - General paper, wood, cloth and other carbonaceous materials; inflammable liquids like oil, gasoline, chemicals, paints and solvents; inflammable liquids like oil, gasoline, chemicals, paints and solvents; gases in the compressed form, electrical and electronic installations, motors, and switch gear. 

· The electrical system has air circuit breakers, which do help in preventing fires due to short circuits.
Question 3:Network 
What are the network connections and services proposed for NWC Inc., broken out by the following areas:
WAN


Bandwidth


POPs


Circuit support


Remote Access

LAN


Devices managed


Devices Supported if customer provided
SERVICES

Voice


Video


Internet


Firewall / ACL


IDS/IPS


DNS


Address Management including DHCP


Packet compression / shaping


SSL  Accelerators

Answer Guidance
Reason For Question
Describe how your data center is connected externally and internally, including network services you are managing. WAN and LAN architecture drawing should indicate redundancies, speeds, shared and private facilities. Describe any security accommodations NWC Inc. will need to provide in order to connect to your service(s).
Mandatory Response Format:
Word count: Summary not exceeding two pages; WAN and LAN architecture drawing.
Response

Infosys has invested a lot on building a redundant network. Connectivity is very crucial aspect for all services being provided by Infosys, as services are carried out offshore.

Infosys has POPs in US and UK, which in turn, are connected to the offshore delivery centers. The Infosys WAN is completely redundant in terms of hardware, links and service providers. 

Some of the key points of Infosys Enterprise Wan are as following - :

· Links from multiple service providers for WAN and local loops

· Redundancies built in within the HUB’s that Infosys has.
· The different HUB’s are connected through redundant DS 3s
· Connections through DS 3s across all development centers within India

· Redundant links for all the POPs that connect to the HUBs

· Redundant Path network

Infosys has huge internet bandwidth and has got POPs across the globe. We have a 24X7 support for the WAN links and have SLA’s with service-providers on circuit support. The key resources are provided remote access. 

NWC Inc. can leverage Infosys backbone to connect to offshore delivery center. NWC INC. can connect to any of our POPs through local links and then ride on the Infosys WAN.  This connectivity option can be used for both data and voice.

NWC Inc. also has an option to connect to the offshore delivery center through a service provider network cloud. In this option, global toll free number is provided for voice calls. The users call up toll free number and their call lands in Infosys offshore delivery center through the service provider cloud. For data connectivity, dedicated VPN link can be taken between NWC Inc. head office and Infosys offshore delivery center. An illustrative diagram is shown below
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Infosys will provision the necessary network equipment required for the connectivity required. Requisite bandwidth (for voice and data) will be calculated and provisioned through a Telecom Service Provider. Infosys can also address change and configuration management on the network devices to deliver all the management support that is required to deliver services mentioned. The following services are currently being provided by Infosys

· Voice over IP (VoIP)
· Video Conference

· Internet for browsing and VPN connectivity

· Firewall/ACL – Customer network is isolated by firewall or ACL

· IDS

· Active Directory integrated DNS

· Active Directory integrated DHCP server

· Packet Compression/shaping

· SSL Accelerators

Infosys offshore delivery centers are BS7799 compliant for Information Security. At the offshore delivery center, Infosys can have a separate and dedicated set up for customer operations. This space will be carved out of the existing facilities Infosys has. The dedicated center can have a separate firewall, router and switch. The policies and configurations on these devices would be as per NWC Inc. guidelines for secure access. If there are any requirements to enable encryption, Infosys will configure the same. The local area network in the dedicated center will be logically separate from Infosys’ corporate LAN. There can be a separate VLAN created for the center and it can be mapped to NWC Inc.’s network. In this way, the dedicated offshore center becomes a logical extension of the NWC Inc. network and is governed by the policies NWC Inc. has in place. 

Any other specific security measures like digital certificates, PKI, access rights, physical access requirements like biometrics etc. will be discussed with NWC Inc. and mutually agreed upon. 

Question 4:System 
What are the system computing and management features of your proposed hosting service for NWC Inc. broken into the following areas:

computing hardware
Computing Storage (primary, secondary, data retention, backup/restore) 

Operating Systems supported

System ProvisioNing

System Deployment and Testing
Sytems MAINTENANCE and patching
Other

Answer Guidance
Reason For Question
Describe your operational systems support. Include your best practices, and how NWC Inc.’s systems and operational staff will interact to test, deploy, maintain and monitor hosted systems. How many other customers will utilize the same hardware as NWC Inc.? Will our connection when we go live be shared with other customers’ backups? Will our data be hosted on shared servers or shared storage?
Mandatory Response Format:
Word count: Summary not exceeding two pages 
Response

Infosys provides a flexible delivery model. Depending on the customer requirements, Infosys can provide a dedicated model , a shared model or a mix of both. Most of our customers have gone in for a dedicated model as they did not want to share their resources and infrastructure with any other customer of Infosys. For NWC Inc., the following components can be dedicated
· Servers

· Network Bandwidth

· Security

· LAN

The following can be shared

· Storage

· Network Links

Infosys has the capability to provide services in the areas which have been mentioned above. Details for some of them have been provided in the answer to Q5. Infosys have developed tools to provide monitoring and management. NWC Inc. can continue to use their own tools or have the option of using Infosys tools for monitoring and management.
Since Infosys can provide hosting, the hosted systems can be connected to various locations/end users of NWC inc. from where the users can use the communication links to access the applications hosted on these systems. In case NWC Inc.’s systems and operational staff needs to interact to test, deploy, maintain and monitor hosted systems, they can use the same communication links to poll the infrastructure components hosted in the datacenter at Infosys or can use Infosys tools to do monitoring and management.
Question 5:Application and System Expertise 
In what ways will your in-house expertise help NWC Inc.’s staff in the support of the following system environments:
systems hardware

operating systems

WEB Server
Application Server
DataBase
Vertical Industry Support

Divisional Applications (Finance, BI, Marketing, Manufacturing, etc.)
data Center Certifications (SAS, ITIL, 17879, etc.)

Other

Answer Guidance
Reason For Question
Specify specific architectures and products for which your service staff can support NWC Inc. Please indicate number of staff expert in each area, and any supporting explanation of that expertise, such as certifications or years experience.
Mandatory Response Format:
Word count: Summary not exceeding three pages. Addendum charts as necessary.
Response

Infosys can monitor and manage complete IT environments, encompassing all major hardware, platforms and applications. The Infosys services are mapped to various infrastructure towers which are depicted in the figure below and all the Datacenter components mentioned in the RFI are covered under these services. The most common platforms that Infosys provides services in are – Wintel, all flavors of Unix, VMS, Sun Solaris in Operating Systems, Oracle, SQL, DB2, Sybase, Progress in Databases, MS Exchange, IBM Lotus Notes in Infrastructure Applications, SAN, NAS, Hitachi in Storage, Websphere, Weblogic, Apache in Web servers. This is not an exclusive, but an indicative list.
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	Deliverables
	Customer benefits

	1. Data Center Management

	Systems Management

· Installation Services

· Availability Monitoring

· Performance Fine-tuning

· On-going re-sizing/ re-configuration

· Change Management

· Automating recurring tasks
	· Rich and Diverse Cross-platform Experience

· Automated Pro-active Alerting

· Seamless Integration with Help Desk

	Database Management

· Comprehensive expertise to ensure databases are up and running 24*7

· Database modeling and design

· Pro-active database monitoring and alerting

· Performance & Space Management

· Backup & Recovery

· Job Scheduling & Monitoring
	· 24x7 Monitoring Service

· Improved Database Availability Levels.

· Regular & Online Availability of Reports

· Improvement in Service Levels

	Mail Infrastructure Management

· Remote Messaging Infrastructure Administration

· Performance Monitoring and Tuning

· Identify Opportunities for consolidation of the Messaging Systems Infrastructure.

· User management
	· Centralized Single Point of Contact for Mail Services

· Lower Resource Support Costs

	2. Technical Support Services

	Technical Help Desk

· User & Support Personnel Interaction

· incident Life-Cycle Management

· Vendor Co-ordination

· Software Distribution
	· Best in class tools

· Proven 3-tier resolution Mechanism

· Faster & Easier Resolution of Incidence

· Lower offshore Man-Power Costs

	Desktop Management

· Remote Desktop Management

· Hardware & Desktop Applications Support

· Inventory Management
	· Minimal downtime for user Desktops

· Secure Desktops from potential virus attacks

· High Performance levels for Desktops

· High Desktop Management carried out through a mix of Onsite and Offsite

	3. Application Management
	

	Application Monitoring

· Standard & Proprietary Application Monitoring through intelligent scripts/ EMS tools

· Knowledge Management

· End to End Performance Monitoring

· Critical Assessments of Peaks/ Troughs
	· Leveraging cross-platform, cross- industry project learning

· Expanded Service Window - Highly skilled/certified specialists on-call

· Seamless Integration with Help desk ensures efficient handling of emergencies and incidents

	Operation Support

· File System Management

· User & Security administration

· Hardware & Software Installation including Patching & Upgrading.

· Ad-hoc Backup & Restore

· End to End Performance Monitoring

· Critical Assessments of Peaks/ Troughs
	· 24x7 Monitoring Service

· Efficient and Cost Effective Service

· Quality Service at Lower Operational Costs

	4. Network Management

	Network Management

· Availability Monitoring

· Pro-active Event Monitoring helping to resolve issues before failure (80:20)

· High-end tools helping to analyze root-cause across different faults/ events

· Traffic Analysis & Capacity Planning

· Performance Monitoring and Tuning
	· High Network availability

· Critical information for ‘right-sizing’ infrastructure

· Experienced Network specialists at 24x7

	Security Management

· Security Incident Analysis and Forensics

· Firewall/IDS Monitoring

· Vulnerability Assessment and Patch Installation
	· Certified experienced security professionals monitoring & managing on 24x7 basis

	5. ITSM Process Consulting

	Business Service Management

· Model IT Operations to align with business services

· Enable IT services to support strategic business objectives
Business-Aligned ITSM Measurement Services

· Establish a metrics framework to measure IT Operations

· Sustain process improvement efforts on an ongoing basis

IT Service Management Capability Definition and Implementation
· Create a process-focused organization. instead of people-dependent

· Establish IT Operations processes based on ITSM best practices

IT Service Management Assessment

· Assess maturity levels of existing processes 

· Benchmark with ITSM best practices such as ITIL
	· Strong relevant experience of executing consulting engagements for Fortune 500 clients

· Strong linkage between upfront strategy and downstream execution

· Global presence to successfully execute engagements across multiple geographies

· Bring in significant cost savings for customers by leveraging Offshore Delivery Model

· Faster time to market resulting from ability to “Work round the clock”

· Deep experience operating with quality frameworks such as CMM, ITIL, Six Sigma, BS7799, BS 15000


Vertical industry support – Infosys, as an organization, is structured along Industry business units like Retail, Banking and Capital markets etc. These business units have the required domain knowledge of the verticals. At any given point, these vertical industry units can provide the support required for a particular industry in terms of resources, knowledge, trends and consultancy.
Divisional applications (finance, bi, marketing, manufacturing, etc.) - As mentioned above, we have dedicated industry-focused business units who are focused on the divisions as mentioned above. We have an access to them and depending on the particular requirement; these units do support us with their depth of knowledge and resources specific to the industry specific applications.
Data center certifications (SAS, ITIL, 17879, etc.)- Infosys is certified under ISO 9001 – 2000, BS 7799, BS15000. Depending on customer requirements, Infosys provides support to comply with various regulations like SOX, SAS etc.
Question 6:Service Levels
What are the offered, included, and optional service levels quoted for this RFI in the following areas:

ThrougHPut

Availability

MTTR

New System Provisioning

Escalation

Answer Guidance
Reason For Question
Describe in detail service guarantees and the remediation available. Specify remediation and dispute policies and procedures. Be sure to specify when these are included in the service quoted and when they are available at an additional charge.
Mandatory Response Format:
Word count: not exceeding three pages 
Response

Infosys uses proven methodologies and expertise in creating a robust SLA frame work for the customer. The evolution of a tangible SLA framework during the Transition phase is shown below:
Analysis and baselining of the current SLAs will be key to setting up realistic and robust service levels for the customer. In order to achieve this goal, the current performances of the infrastructure will be analyzed by identifying and defining KPIs including Service and Service Availability, Service Performance, Process Improvement and Scheduled Tasks Adherence. 
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Once the KPIs are identified, the baselining of SLAs could be performed by statistical and analytical methods like:

· Trend analysis of availability data

· For server/service availability

· Process maturity assessment

· Process improvement 

· Effort distribution of team

· Response and Resolution time

The service levels are mutually agreed with the customer during the project initiation / transition phase and are improved upon during the steady state. Find below an illustrative SLA framework 

	Severity
	Mean Time to Respond
	Mean Time to Resolve 

	Severity 1
	15 minutes
	2 hours 

	Severity 2
	30 minutes
	4 hours

	Severity 3
	1 hour
	6 Hours

	Severity 4
	12 hrs
	1 day

	Severity 5
	1 day
	3 days


	Severity 1
	The production service is unavailable and is affecting the business of the customer

	Severity 2
	Some feature of the production service is not available; however, the service is not interrupted.

	Severity 3
	Development environments are not available. 

User requests for development or testing activities, which affects production movement

	Severity 4
	Dissatisfaction, suggestions, shortcoming in production services, source movement requests and partial unavailability of development environment

	Severity 5
	User Requests, new setup and configuration


Infosys has achieved peaks of availability of 99.8% on Unix and the throughput for all domestic and International leased circuits that Infosys have is 1:1.
Escalation timelines are discussed along with the customer. A sample Escalation matrix is as below -:
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Question 7:Account Management
Describe the procedures, policies and organization of account management. Respond where applicable in the following areas.

Account representative(s)

Project Management
Problem Management
Service Level management and remediation
Training
Answer Guidance
Reason For Question
Describe in detail your account management. Personnel, systems and policies that effect how accounts are guided through service creation, monitoring and remediation is important. Include the support times where applicable.
Mandatory Response Format:
Word count: not exceeding three pages 
Response

Infosys propose a 3-tier model for governance for this engagement as shown below. Infosys has put together this is in line with the objective of a long-term strategic relationship with NWC Inc. Infosys has made sure that there are representations at all levels of contact points including NWC Inc.’s senior management in Joint Management Council (JMC) and NWC Inc.’s project management team members in Project Management Office (PMO). 


[image: image5]
The Infosys team (management and support) can be involved in day to day operations, SLA achievement statistics and resolution of issues while the Engagement Manager ( dedicated for each account ) and Infosys Relationship team can be involved on an ongoing basis with the PMO operation and strategic discussions at JMC level they can also resolve/discuss any issue escalation. Problem management and service level management also can be handled by the Infosys management and support teams on a day to day basis and any escalations in these can be handled by the engagement manager and the Infosys relationship team. More details on Service Level Management have been mentioned in Q6.
The following will be the responsibilities of the key individuals

· Account representative

· Overall engagement management and accountability 

· Working with NWC Inc.  Vendor Relationship Anchor and executive sponsors

· Operational compliance with the agreement

· Account management disciplines, business management processes, and associated reporting

· Staffing and leading 

· Managing key stakeholders and expectations

· Key participant in the different Management Review Committees

· Budgets and investments
· Program manager

· Provides leadership to all offshore activities for the engagement

· Service delivery responsibilities such as Project Plan reviews, milestone reviews, CMM compliance of projects, etc.,

· Resource management - hiring right resources, training, motivation, etc.,
· Process innovation and continuous improvement initiatives
· Team leads

· Project Management

· Liaison with NWC Inc. managers

· Manage project requirements

· Setup and manage offshore development environment 

· Periodic status reporting 

· Implement process initiatives for continuous improvement

· Support onsite team in responding to rationalization and technology transformation opportunities
The engagement is tracked rigorously and regular reporting is provided. Different reports are shared on a weekly, biweekly and monthly basis.
Training

The spirit of learnability among our people and an organizational commitment to continuous personal and professional development keeps Infosys at the forefront in a fast-changing industry. To enable continuous training and learning Infosys has a rounded training program ensuring enrichment of skill levels on technical and behavioral abilities. 

The Infosys approach involves:-

· Identification of capabilities and skills required providing superior services to our clients

· Mapping of required capabilities with the existing capabilities to identify the critical knowledge and skill gaps.

· Creation of a re-schilling and cross-training plan to bridge the identified gap.

·  Implementation of re-skilling and cross-training program.

Towards this we have training programs provided by both internal and external faculty. Our employees also have an option to do part time Management programs from premier institutes in India. 

An internally developed web-based tool is used for planning and tracking individual training needs.

Apart from this infrastructure focused training schedule can be divided into two types of training:

· Technical

· Soft skills

For Level 1, our training approach lays emphasis on soft skills, speech enhancement, internal periodic trainings and knowledge sharing between resources with certification at each stage. In addition, Level 1 personnel are provided training in call handling and basic infrastructure domain technologies. The agents also undergo accent neutralization training to improve the language fluency so as to provide effective end user support

Level 2 personnel go through advanced training, participate in core knowledge transfer sessions and are provided any additional training as required by the specific client engagement. The Level 2 support team also undergoes soft skills trainings.  
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Question 8:Management
What management applications and procedures are in place? Describe the internal systems as well as external, customer-facing systems. 
Internal systems used for management, monitoring (element, systems, application, transaction, user)

Internal systems used for operations quality control (service management policy enforcement, capacity planning, provisioning, change control, patch management)

Customer-facing interfaces (reporting, problem and incident management, monitoring, provisioning)
Backup and restore
Answer Guidance
Reason For Question
Describe your internal and customer-facing policies and systems supporting operations. For customer-facing systems, please provide access to portals, reports, dashboards or whatever online access your service offers customers like NWC Inc.
Mandatory Response Format:
Word count: not exceeding three pages  
Response

Internal systems used for management, monitoring 

Infosys proposes to use Infosys tool framework which will offer the following services
· Remote Management

· Proactive Management

· Automated trouble ticket generation

· Availability and Performance reports

· SLA Reports

· Alert notification through e-mail

· Automatic corrective actions

The framework proposes multiple integration points for Event Processing and Automatic ticket generation that can use NWC Inc.’s existing monitoring infrastructure as well as its own more advanced monitoring solution. The Servers will be proactively monitored for availability and performance with pre-defined alarm and warning thresholds. When a monitored parameter violates the threshold an alert is generated and forwarded to the Event Management System. The Event Management system process the alert received and automatically raises a trouble ticket. The Trouble-ticket will be handled by the incident management process built in the System. The administrators and the stake holders are notified about the incident through e-mail/SMS. The ticket is also tracked for the service level management.
Internal systems used for operations quality control 

Quality at Infosys is consistently benchmarked against global best practices. Quality assurance processes at Infosys has evolved over time by encompassing the best practices of various models and framework. Hence Quality is a continuous journey towards excellence.  
Quality Audit Group 

Infosys quality group focuses on strengthening the maturity of business and business processes enabling areas in the company. The group is also responsible for coordinating stakeholder surveys (CSAT, IPSAT and VSAT); facilitate strategic planning, strategic initiatives, process benchmarking, Quality Newsletter (Genie) and Quality Homepage.

Quality Group also manages Quality Benchmark to World class level. This group plays an important role in quality assurance. The audit group is responsible for scheduling and ensuring conduct of the quality audits every month. A strong internal audit network ensures a cross-pollination of best practices apart from acting as a robust check for process adherence. 
Quality Assurance activities will be defined in the NWC Inc. Quality project plan. All these activities will be scheduled and tracked throughout the execution. NWC Inc. Program Management team will be involved during various stages on need basis. Checklists are used at each stage.

NWC Inc. project will have a Software Quality Advisor (SQA), who prepares a QA plan, which typically addresses such factors as:

· Proposed frequency of interaction with the support team

· Number and frequency of compliance checks and analyses planned

The compliance check mentioned in the SQA plan will synchronize with the internal and external milestones. Process compliance will be checked through the internal audit mechanism. Audits are planned on a quarterly basis however the frequency for NWC Inc. project will be decided during the transition phase. Any non-conformance or deviations are entered in Infosys Audit System - a web based audit tracking system used at enterprise level for project audit data,  historical data analysis etc. Corrective actions for non-conformances or deviations found during the audit are to be addressed and validated within 30 days from the date of the audit. Audit data is analyzed using Ishikawa diagrams, Pareto chart to identify problem trends and identifying corrective & preventive actions.

Quality plan for NWC Inc. project will be prepared during the engagement initiation phase.

· For capturing key performance indicator(KPI) and target based on the project needs

· The same will be being tracked and monitored against the target and service levels

· Service improvement programs (SIP) will be planned using the above as inputs to achieve continuous improvement

· The service performance & operational effectiveness will be reviewed regularly with NWC Inc. Program Management team by Infosys team

· The feedback for the engagement (C-SAT) will be taken from the customer on a quarterly basis and suggested areas of improvement will be evaluated. The feedback will be analyzed to create detailed action plan for implementation. 

· The service quality will be reported and reviewed with various stakeholders at the agreed intervals using Project Performance Score card.

A sample process for patch management is given below. As mentioned above, we are BS 15000 certified and hence follow the ITIL framework for providing infrastructure support to our customers
Patch Management 


[image: image7]
Customer-facing interfaces 
Infosys will provide online reporting on NWC Inc.’s IT infrastructure through Dashboard Portal. The Dashboard Portal is a web based reporting portal which displays the health of monitored IT resources at high-level highlighting problem areas with drill down capability to the problematic components. The high-level view of the dashboard displays the health of the Infrastructure at a glance. This dashboard serves as single consolidated reporting view for all managed IT Infrastructure like Network, Servers, Applications and Databases.
The Dashboard portal Key features:

· Overall IT Infrastructure Health view at-a-glance with drill down capability

· Single consolidated view for all managed IT Infrastructure resources (Servers, Networks, Database, Applications, Service Incidents)

· Service Incident ticket statistics

· Near real-time availability and key parameter performance trends

· Health snap shot of monitored IT resource

· Historical Performance trend for key parameters

· Site Inventory

· SLA Reports
Backup and restore
Infosys provide efficient Backup and recovery service following an Offshore and onsite model.  An effective backup and Recovery strategy can be defined and following are the points for considerations. 

Data classification: 

Based on the criticality of the data it can be classified and can have different lifecycle. The most critical data needs a Daily Backup and non critical Data may need weekly backup. Generally Backups can be taken using Tape Libraries, DLT or may be a SAN environment. 

Backup Media Lifecycle 

The Backup media may be DLT, DAT etc depending upon what Technology that can be used to take the backup. The non critical Tapes can be tagged and can be recycled after 3 months. Medium critical Data Tapes needs to be rotated every 6months and one set can be retained for 1 year. The retention period for most critical Data is high and may extend up to 3 – 5 years depending upon the policies of the organization. Mail backups and Financials documents can be considered as most critical. 

A set of backup media should be kept at offsite location as well. Infosys propose for a Vaulting option by a 3rd party to ensure Data security.  

The Backup taken in Infosys is kept in a Fireproof Case in a separate room. The same is suggested to be done at the Datacenter. Infosys Backup Procedure 

· Backups shall be taken at least once a day for data files on a server.

· The backup media shall be stored in a fireproof cabinet in a different building in the same campus. One copy of the backup shall be available at least for the subsequent day on campus.

· Restoration checks from randomly selected media should be carried out at least once in a month and the results should be recorded. 

· Files restored from the backup shall be restored with their original access controls. 

· A copy of the backup shall be sent at most one day later to a designated person in a Development Centre in a different city (alternate site for disaster recovery).

· The sender shall keep track of the backup media sent to the out-station Development Center.

· The recipient shall check that the information can be restored at the remote site. A copy of the documented restoration procedure should be available at the remote site.  

· The backup media sent to a remote site should be stored in an access-controlled fireproof cabinet.

· The recipient shall send the backup media back to the sender when the subsequent backup is received at the alternate site.

Question 9: List Pricing
Define all costs billed by you to NWC Inc. for services delivered. Please indicate any front-loaded one-time expenses in addition to monthly recurring charges. NWC Inc is considering a three year agreement, but wants to weigh that against a month-to-month option and so will need to understand both monthly and 3yr contracted pricing. Please provide both. Indicate early termination costs where applicable. Please respond with pricing in the following categories: 

Monthly Reccuring Charges
Annual or other periodic fees

Conversion Charges
Project Management

Problem Management

Service Level management and remediation
networking charges

High Availability

Coordination with NWC Inc. Trading partners

other
Answer Guidance
Reason For Question
List all charges in U.S. dollars. If fixed pricing is not available, list hourly or whatever increment as well as associated dollar amounts that can apply. Pricing is a required scoring area; failure to disclose pricing will result in a zero.
Mandatory Response Format:
Word count: not exceeding three pages Spreadsheet submission is fine
Response
Infosys would like to propose a pricing model that is benchmarked to the services being delivered which needs a deeper understanding of the customer environment. This can only determine the lowest cost of ownership for our customers. The various pricing models which we can propose are as following - :
· Hourly rates

· Fixed price

· Per device pricing
Assumptions for pricing

· NWC Inc. will have to provision a link to connect their office which hosts the Datacenter to the Infosys Local POP in Boston for remote management from India.

· The managed services include support for the following technologies

· Windows, Red Hat Linux

· Databases – Oracle, SQL

· Web servers – Apache, Websphere, IIS

· Application support is not included in the managed services pricing proposed

· The pricing is indicative and will require the necessary due diligence of the NWC infrastructure before being finalized.

· Server should be rack mountable
Pricing
· Co-location charges (space for hosting servers in the rack, power, air-conditioning ) for 10 servers – 6000 USD - 8000 USD per month

· Managed Services charges for 10 servers (24X7) – 10,000 – 12,500 USD per month
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